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FITNESS FOR A PARTICULAR PURPOSE, AND NON-INFRINGEMENT OF 

THIRD PARTY. IN NO EVENT WILL HIKVISION, ITS DIRECTORS, OFFICERS, 

EMPLOYEES, OR AGENTS BE LIABLE TO YOU FOR ANY SPECIAL, 

CONSEQUENTIAL, INCIDENTAL, OR INDIRECT DAMAGES, INCLUDING, 

AMONG OTHERS, DAMAGES FOR LOSS OF BUSINESS PROFITS, BUSINESS 

INTERRUPTION, OR LOSS OF DATA OR DOCUMENTATION, IN 

CONNECTION WITH THE USE OF THIS PRODUCT, EVEN IF HIKVISION HAS 

BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. 

REGARDING TO THE PRODUCT WITH INTERNET ACCESS, THE USE OF 

PRODUCT SHALL BE WHOLLY AT YOUR OWN RISKS. HIKVISION SHALL 

NOT TAKE ANY RESPONSIBILITES FOR ABNORMAL OPERATION, 

PRIVACY LEAKAGE OR OTHER DAMAGES RESULTING FROM CYBER 

ATTACK, HACKER ATTACK, VIRUS INSPECTION, OR OTHER INTERNET 

SECURITY RISKS; HOWEVER, HIKVISION WILL PROVIDE TIMELY 

TECHNICAL SUPPORT IF REQUIRED.  

SURVEILLANCE LAWS VARY BY JURISDICTION. PLEASE CHECK ALL 

RELEVANT LAWS IN YOUR JURISDICTION BEFORE USING THIS PRODUCT 

IN ORDER TO ENSURE THAT YOUR USE CONFORMS THE APPLICABLE 

LAW. HIKVISION SHALL NOT BE LIABLE IN THE EVENT THAT THIS 

PRODUCT IS USED WITH ILLEGITIMATE PURPOSES.  

IN THE EVENT OF ANY CONFLICTS BETWEEN THIS MANUAL AND THE 

APPLICABLE LAW, THE LATER PREVAILS. 

Regulatory Information  

FCC Information  

FCC compliance: This equipment has been tested and found to comply with the 

limits for a digital device, pursuant to part 15 of the FCC Rules. These limits are 

designed to provide reasonable protection against harmful interference when the 

equipment is operated in a commercial environment. This equipment generates, uses, 

and can radiate radio frequency energy and, if not installed and used in accordance 
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with the instruction manual, may cause harmful interference to radio communications. 

Operation of this equipment in a residential area is likely to cause harmful 

interference in which case the user will be required to correct the interference at his 

own expense. 

FCC Conditions 

This device complies with part 15 of the FCC Rules. Operation is subject to the 

following two conditions: 

1. This device may not cause harmful interference. 
2. This device must accept any interference received, including interference that may 

cause undesired operation. 

EU Conformity Statement 

This product and - if applicable - the supplied accessories too are 

marked with "CE" and comply therefore with the applicable 

harmonized European standards listed under the EMC Directive 

2004/108/EC, the RoHS Directive 2011/65/EU. 

2012/19/EU (WEEE directive): Products marked with this symbol 

cannot be disposed of as unsorted municipal waste in the European 

Union. For proper recycling, return this product to your local 

supplier upon the purchase of equivalent new equipment, or dispose 

of it at designated collection points. For more information see: 

www.recyclethis.info. 

2006/66/EC (battery directive): This product contains a battery that 

cannot be disposed of as unsorted municipal waste in the European 

Union. See the product documentation for specific battery 

information. The battery is marked with this symbol, which may 

include lettering to indicate cadmium (Cd), lead (Pb), or mercury 

(Hg). For proper recycling, return the battery to your supplier or to a designated 

collection point. For more information see: www.recyclethis.info. 

Industry Canada ICES-003 Compliance 

http://www.recyclethis.info/


http://www.cibo.cn/?dictkeyword=supply+interruption
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Chapter 1  System Requirement 
Operating System: Microsoft Windows XP SP1 and above version / Vista / Win7 / 

Server 2003 / Server 2008 32bits 

CPU: Intel Pentium IV 3.0 GHz or higher 

RAM: 1G or higher 

Display: 1024×768 resolution or higher 

Web Browser: Internet Explorer 6.0 and above version, Apple Safari 5.02 and above 

version, Mozilla Firefox 3.5 and above version and Google Chrome8 and above 

version.
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Figure 2-4 SADP Interface 

3. Create a password and input the password in the password field, and confirm the 

password. 

STRONG PASSWORD RECOMMENDED �± We highly recommend 
you create a strong password of your own choosing (using a minimum 
of 8 characters, including upper case letters, lower case letters, numbers, 
and special characters) in order to increase the security of your product. 
And we recommend you reset your password regularly, especially in the 
high security system, resetting the password monthly or weekly can 
better protect your product. 

4. Click OK  to save the password. 

You can check whether the activation is completed on the popup window. If activation 

failed, please make sure that the password meets the requirement and try again. 

5. Change the device IP address to the same subnet with your computer by either 

modifying the IP address manually or checking the checkbox of Enable DHCP. 
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Figure 2-6 Control Panel 

2. Click the Device Management icon to enter the Device Management interface, as 

shown in the figure below. 

 

Figure 2-7 Device Management Interface 
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3. Check the device status from the device list, and select an inactive device. 

4. Click the Activate button to pop up the Activation interface. 

5. Create a password and input the password in the password field, and confirm the 

password. 

STRONG PASSWORD RECOMMENDED �± We highly recommend 

you create a strong password of your own choosing (using a minimum of 

8 characters, including upper case letters, lower case letters, numbers, 

and special characters) in order to increase the security of your product. 

We recommend you reset your password regularly, especially in the high 

security system, resetting the password monthly or weekly can better 

protect your product. 

 

Figure 2-8 Activation Interface (Client Software) 

6. Click OK  button to start activation. 

7. Click the Modify Netinfo button to pop up the Network Parameter Modification 

interface, as shown in the figure below. 
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6. Install the plug-in before viewing the live video and operating the camera. Please 

follow the installation prompts to install the plug-in. 

 
Figure 3-2 Download and Install Plug-in 

 
Figure 3-3 Install Plug-in (1) 

 

Figure 3-4 Install Plug-in (2) 

Note: You may have to close the web browser to install the plug-in. Please reopen the 
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web browser and log in again after installing the plug-in. 

3.2 Accessing by Client Software  

The product CD contains the iVMS-4200 client software. You can view the live video 

and manage the camera with the software.  

Follow the installation prompts to install the software. The control panel and live view 

interface of iVMS-4200 client software are shown as below. 

 

Figure 3-5 iVMS-4200 Control Panel 
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Figure 3-6 iVMS-4200 Main View 

Note: For detailed information about the software, please refer to the user manual of 

the iVMS-4200. 
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2. Choose the connection mode as PBC. 

 

Note: Support of this mode is mandatory for both the Access Points and the 

connecting devices. 

3. Check on the Wi-Fi router to see if there is a WPS button. If yes push the button 

and you can see the indicator near the button start flashing, which means the WPS 

function of the router is enabled. For detailed operation, please see the user guide of 

the router. 

4. Push the WPS button to enable the function on the camera.  

If there is not a WPS button on the camera, you can also click the virtual button to 

enable the PBC function on the web interface.  

5. Click Connect button. 

 

When the PBC mode is both enabled in the router and the camera, the camera and the 

wireless network is connected automatically. 

PIN Mode: 

The PIN mode requires a Personal Identification Number (PIN) to be read from either 

a sticker or the display on the new wireless device. This PIN must then be entered to 

connect the network, usually the Access Point of the network.  

Steps: 
1. Choose a wireless connection on the list and the SSID is shown.  
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1. Enter the TCP/IP configuration interface. 

Configuration> Advanced Configuration> Network> TCP/IP 

Or 

Configuration> Basic Configuration> Network> TCP/IP 

 

Figure 4-12 TCP/IP Settings 

2. Select the NIC as wlan. 

3. Customize the IPv4 address, the IPv4 Subnet Mask and the Default Gateway. 

The setting procedure is the same with that of LAN. 

If  you want to be assigned the IP address you can check the checkbox to enable the 

DHCP.
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Chapter 5  Live View 
5.1 Live View Page 

Purpose: 

The live view page allows you to view the real-time video, capture images, realize 

PTZ control, set/call presets and configure video parameters. 

Log in the network camera to enter the live view page, or you can click Live View on 

the menu bar of the main page to enter the live view page. 

Description s of the live view page: 

 

Figure 5-1 Live View Page 

Camera Model: 

It lists the camera model you are connecting to. 

Online Help: 

Click to get the online help, which will guide you through the basic operations for 

each function. 

Menu Bar:  

Click each tab to enter Live View, Playback, Log and Configuration page 

respectively.  
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Display Control:  

Click each tab to adjust the layout and the stream type of the live view. And you can 

click the drop-down to select the plug-in. For IE (internet explorer) user, 

webcomponents and quick time are selectable. And for Non-IE user, webcomponents, 

quick time, VLC or MJPEG is selectable if they are supported by the web browser. 

Live View Window:  

Display the live video. 

Toolbar:   

Operations on the live view page, e.g., live view, capture, record, audio on/off, 

two-way audio, etc. 

PTZ Control:  

Panning, tilting and zooming actions of the camera and the light and wiper control. 

(only available for cameras supporting PTZ function) 

Preset/Patrol Settings:  

Set/call/delete the presets or patrols for PTZ cameras. 

5.2 Starting Live View 

In the live view window as shown in Figure 5-2, click  on the toolbar to start the 

live view of the camera.  
 

Figure 5-2 Live View Toolbar 

Table 5-1 Descriptions of the Toolbar 

Icon Description 

/  Start/Stop live view. 

 The window size is 4:3. 

 The window size is 16:9. 

 The original widow size. 

 Self-adaptive window size. 

 Live view with the main stream. 

 Live view with the sub stream. 

 Live view with the third stream. 
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 Click to select the third-party plug-in. 
 Manually capture the picture.  

/  Manually start/stop recording.  

/  Audio on and adjust volume /Mute. 

/  Turn on/off microphone. 

/  Turn on/off digital zoom function. 

/  Turn on/off 3D positioning function. 

 
Note: The third stream and 3D positioning require the support of camera. 

5.3 Recording and Capturing Pictures Manually   

In the live view interface, click  on the toolbar to capture the live pictures or 

click  to record the live view. The saving paths of the captured pictures and clips 

can be set on the Configuration > Local Configuration  page. To configure remote 

scheduled recording, please refer to Section 7.2. 

Note: The captured image will be saved as JPEG file or BMP file in your computer. 

5.4 Operating PTZ Control  

Purpose: 

In the live view interface, you can use the PTZ control buttons to realize pan/tilt/zoom 

control of the camera. 

Note: To realize PTZ control, the camera connected to the network must support the 

PTZ function or a pan/tilt unit has been installed to the camera. Please properly set the 

PTZ parameters on RS-485 settings page referring to Section 12.9 RS-485 Settings. 

5.4.1 PTZ Control  Panel 

On the live view page, click  to show the PTZ control panel or click  to 

hide it.  
Click the direction buttons to control the pan/tilt movements. 
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